|  |  |  |
| --- | --- | --- |
| **序号** | **服务类别** | **技术参数** |
| **1** | **安全意识培训** | 1. 中标方安全专家提供面向全院的安全意识培训，提供针对医院自有场景提供面向全员的防勒索、防钓鱼等安全意识培训，帮助我院提升全员的安全意识，降低被勒索、遭受攻击的风险。

2、服务频率：每季度至少1次，每年不少于4次。 |
| **2** | **安全咨询规划服务** | 1. 中标方通过网络安全、数据安全、密码安全等咨询规划服务，协助我院构建网络安全保障体系，以支撑业务应用安全、稳健、持续运行为目标，以保护重要数据资产安全和业务系统安全为核心，形成覆盖云平台、数据、应用、网络、终端、移动应用、边界安全、安全运营等整体安全能力。
2. 提供智慧医院建设评级的安全咨询服务。

3、服务频率：每年不少于1次，出具安全咨询规划方案。 |
| **3** | **完善安全管理制度规范服务** | 1. 通过健全安全管理体系框架，对组织、人员、流程实现规范化管理，依据国家、省市相关标准要求开展网络安全管理工作，通过强化管理降低技术方面的漏洞来提升整体安全能力，完善技术、管理、运营相关制度规范。
2. 服务频率：每年不少于2次，出具安全管理制度。
 |
| **4** | **网络数据安全能力提升服务** | 中标人自带服务工具，为我院提供网络数据安全风险排查服务，构建融合数据资产识别、分级分类、人员身份鉴别与访问控制、数据访问授权审批、敏感数据动态脱敏、精确到敏感字段的数据安全审计于一体的数据安全平台，满足个人信息保护合规审计要求。 |
| **5** | **其他** | 1. 服务期限：3年
2. 服务要求：服务期限内中标方按照上级主管部门要求，协助院方整理网络数据安全相关材料，并进行整改。
 |
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