|  |  |
| --- | --- |
| **类别** | **项目** |
| 安全管理制度 | 网络数据安全制度体系 |
| 安全组织机构 | 网络数据安全组织架构 |
| 转岗离岗 |
| 安全培训 |
| 分类分级管理 | 网络数据资产管理 |
| 数据分类分级保护 |
| 数据安全风险评估 |
| 合作外包管理 | 合作方管理机制 |
| 合作协议约束 |
| 外包人员操作权限 |
| 第三方接入与数据删除 |
| 政务数据委托处理 |
| 云数据安全和大型网络平台个人信息保护 | 使用云计算服务 |
| 提供云计算服务 |
| 大型网络平台个人信息保护 |
|
|
| 安全威胁和应急管理 | 安全威胁和事件 |
|
| 安全应急管理 |
|
| 应用开发管理 | 应用开发管理 |
|
| 网络安全防护 | 网络安全防护机制 |
| 互联网暴露面管理 |
| 系统安全检测评估 |
| 身份鉴别与访问控制 | 身份鉴别 |
| 访问控制 |
| 安全审计 | 日志留存记录 |
| 日志留存记录 |
| 个人信息保护合规审计 |
| 数据收集 | 数据收集合法正当性 |
| 数据收集设备及环境安全 |
|
| 个人信息告知 |
|
| 个人信息同意 |
|
| 数据存储 | 数据存储适当性 |
| 逻辑存储安全 |
| 存储介质安全 |
| 数据传输 | 传输链路安全性 |
| 数据使用和加工 | 数据使用和加工合法性 |
|
| 数据正当使用 |
| 数据导出安全 |
| 数据提供 | 数据提供合法正当必要性 |
| 数据提供管理 |
| 数据接收管理 |
| 数据转移安全 |
|
| 数据出境安全 |
|
|
| 数据公开 | 数据公开适当性 |
| 数据公开管理 |
| 数据删除 | 数据删除管理 |
| 存储介质销毁 |